SUD SmartCare Lite User Guide 
Getting Started, Setup
· System is LIVE on June 30. Please log in and check access before July 1
Fresno SmartCare Production Link

· How to add a new SmartCare user (credentialing, ESA’s, User log)
· DBH IT will create the accounts. The process is the same as before. Authorized representative will contact the Contract Analyst to request. Same spreadsheet as before. The email address is required, please be sure it is valid and correct.
· SmartCare system requirements



 

· Check Programs
· Search for “Fresno Staff Setup (My Office)”
· One staff person at a time
· You will be able to see what program(s) you are assigned to. 
Basic Navigation, home screen, widgets, chart view
· Logging in to SmartCare
· How to Reset Your Password
· EHR Essentials Quick Guide
· List Pages
· Widgets
· Icons
· How to Use the Client Search Window
· How to Use the Client Search Icon
· Preferences
Client Inquiry
· The following functions may occur in the Client Inquiry form
· Access Line Call Log
· New Client Creation
· Client Search
· Insurance verification (check Medi-Cal)
· Demographics
Staff update (names/address)
· Enter Demographic Information

Client Update (names/address)
· Search for client name or client ID
· Open the Client Information (C) screen
· Select the Demographics tab
· Update the appropriate information
· Click the “Save” button
Admitting/Discharging to a Program
· How to Add the Client to Your Program
· How to Close a Client to a Program
BQuIP Screening Tool (Internal DBH SUD Programs)
· How to Complete a BQuIP SUD Screening Tool
SUD Timeliness 
· Search for SUD Timeliness
· Search/Select client
· Enter dates/data into appropriate fields
ASAM 
·  Reverting back to utilizing Excel document process
CalOMS 
· How to Complete CalOMS Admission
· How to Complete a CalOMS Referral Transfer
· How to Complete a CalOMS Discharge
· Discharge and update utilize the same form
Scanned documents, document viewer 
· Screens vs. Documents
· How to Scan a Document into the Client Record
· How to Upload a Document into the Client Recor Without a Scanner
· How to view client’s documents: Search for Documents (Client) list page, select client
Client Flags 
· How do I Create a Flag to Alert Treatment Team Members to Important Client Information

Special Populations 
· How to Identify a Client as Katie A or Other Special Population

Request to Block Charts
· Email the Medical Records inbox (see bottom of document). 
How to Direct Enter/Batch Submit Service Data
· Service Import (Scroll down. The first few pages are blank)
· How to upload
· How to review for errors
· 
Batch Upload Template

· How to Add a Problem to the Problem List
· How to Remove a Problem that has been Resolved

· For perinatal clients:

 
Services Report
b. Search for the “Services (My Office)” 
c. Refer to List Pages for how to utilize this page
d. Must run by program
Client Account
e. How to Get to the Client Account Screen
f. Client Account Overview Tab
g. How to View Client Fee Records

Clinical Error Details (deletion requests)
· “How-to” TBD
· SUD Email – DBHadpbusinessoffice@fresnocountyca.gov



For assistance
1.) Identify/create expert users on your team
2.) If your team doesn’t know the answer, refer to assigned DBH Contracts URS

Medical Records?  - DBH Medical Records Child dbhmedicalrecordschild@fresnocountyca.gov
		         -DBH Medical Records Adult dbhmedicalrecordsadult@fresnocountyca.gov 
Technology questions?  - DBHISDMailbox@fresnocountyca.gov
Clinical questions? - 	DBHQualityImprovement@fresnocountyca.gov
Admitting questions? - DBHOperationsAITEAM@fresnocountyca.gov
Billing Questions? -	start with expert users. 
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Installation

Requirements

e Microsoft .NET Framework Version 4.7.1 or later required.

First-Time Install Steps

Follow Steps 1-4 here if you have never installed SigWeb before:

1. Download the SigWeb installer at: www.topazsystems.com/software/sigweb.exe.

2. Before installing, be sure to close all open browsers (i.e. Chrome, Firefox, Internet
Explorer, etc).

3. Run the SigWeb installer (right-click and select “Run as Administrator”).
Note: Do not connect your signature pad until installation is complete.
4. Once complete, test SigWeb with the SigWeb Demo at this page:

www.sigplusweb.com/sigwebtablet_demo.htm. Click “Sign” and sign on your
signature pad; your signature will appear in the signature box.

0 oo

Sign Clear Done

sigstring: Base64 String:
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Re-Installation Steps

Follow Steps 1-2 here if SigWeb has already been installed and you are performing a re-install:

1. Under “Start” — “Control Panel” — “Programs and Features”, right-click on “SigWeb”,
and choose “Uninstall”. Allow the “Uninstall” to complete.

(B SigIDp1 ActiveX Topaz Systems, Inc.
[57SigIDp1 Web Fingerprint ActiveX Topaz Systems, Inc.
[=°1 SignMeln Front Desk Sign-in 1.1 Topaz Systems, Inc.
[ SignMeln Front Desk Sign-in 1.2 Topaz Systems, Inc.
(57 sigPlusAdjust 1.7 Topaz Systems, Inc.
[=1SigTool Imager Plus v1.3 Topaz Systems, Inc.
[ SigWeb Topaz Systems Inc
DTopaz e-Signatures SigPlus 4.4.0.24 Uninstall

["7| Topaz LCD1XS Code Assistant Change

[=1 Topaz LCD4X3 Code Assistant Repair

[2 Topaz MSOffice Plug-In 3.0.4.2 po=oy ¥
[=1 Topaz MSOffice Plug-In 3.0.5 Topaz Systems, Inc.
DTopaz SigCardl MSR ActiveX Topaz Systems, Inc.
B | Tonaz SinComnare ActiveX 1.1 Topaz Systemns, Inc.

Note: If you do not see the “Programs and Features” option under the “Control Panel”,
click “View by:” in the top right of your window, and select “Small icons”.

View by:  5Small icons ¥

Category

Large icons

& Small icons

2. Follow the steps in the first section of this guide called “Eirst-Time Install Steps”in
order to install SigWeb properly.

3. If you wish to keep the “Tablet Configuration” screen and use the configuration from the
previous installation, click the “Keep Current SigPlus.ini Settings” button in the lower-left
corner of the “Tablet Configuration” screen.

[ Keep Current SigPlus.ini Settings ]

4 www.topazsystems.com Back to Top





SigWeb Installation Guide

SYSTEMS INC.
SigWeb Test Utility
You can test the SigWeb installation by running the SigWeb Test Utility

(SigWeb_Test_Utility.exe), which can be downloaded from the Topaz website at:
www.topazsystems.com/sdks/sigweb.html.

SigWeb Cert Checker Software Package

Background

SigWeb requires an SSL certificate to be installed to allow communication between Topaz
signature pads and a webpage within a secure context (https). If a valid SSL certificate is not
installed on the client machine, then SigWeb will not function within secure web contexts
(https). Topaz provides a default SSL certificate; customers can also use their own certificate.

SSL certificates expire every year for security reasons. Thus, the SSL certificate must be
checked and updated annually. Topaz developed the SigWeb Certificate Updater to automate
this process when using Topaz certificates. Other certificates will require customers to
customize their own configuration and the JavaScript used to reference the location. The
Topaz Developer Support Team is available to assist in this process at
devsupport@topazsystems.com.

Overview

The SigWeb Certificate Updater checks the SigWeb certificate’s status and notifies users
and/or updates the SigWeb certificate before it expires. The process runs every time SigWeb
starts and begins checking for the availability of an updated certificate 60 days before the
certificate expires.

The particulars can be configured by modifying the “SigWebCertCheckerConfigs.xml” file and
other files referenced within this xml file. If an automatic certificate update isn’'t desired, then it
must be disabled by changing the value of utcDateUpdated to “none” in the
“SigWebCertCheckerConfigs.xml” file.

Process Description

The SigWeb Certificate Updater thread runs with system-level privileges as part of the Topaz

SigWeb Tablet Service. If there is a new version of the certificate available, it notifies the user
(if enabled) and allows them to choose to update the certificate. Otherwise, it silently attempts
to update the certificate. After a successful install, the “SigWebCertCheckerConfigs.xml” file is
updated with the new certificate data and “PFXConfigs.xml” data.

5 www.topazsystems.com Back to Top
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SigWebCertCheckerConfigs.xml

The “SigWebCertCheckerConfigs.xml” file configures the SigWeb Certificate Updater’s
operations.

Description

This file is the base configuration file that configures the information to use for checking the
SigWeb certificate, notifying users, and retrieving the updated certificate.

Configurations

certificate: Defines the thumbprint and subjectName to use for finding the SigWeb certificate.
This information is automatically updated when a new SigWeb certificate is installed. DO NOT
MODIFY.

thumbprint: The thumbprint used for finding the SigWeb certificate. If cannot find the certificate
by the thumbprint, then it will search by the subjectName.

subjectName: The subjectName used for finding the SigWeb certificate. Each element within
the subjectName must match the certificate’s subjectName’s elements exactly.

notification: Defines when to show notifications in the SigWebCertUpdater and
SigWebCertStatusNotifier applications.

showPopupNotifications: If set to true, show notifications. If set to false, then do not show
notifications.

pfx: Defines the location and update status of the PFXConfigs.xml file.

pfxConfigsURL: Address to the PFXConfigs.xml file that configures the PFX location and data.
- URI Schema must be: 'file:///', *http://', or 'https://'.

- For local or network files, use *file://I'.

- For HTTP, use 'http://' or 'https://'

utcDateUpdated: UTC Date that is compared with the PFXConfigs.xml file to detect whether
there is an update to the PFX file that needs to be installed. Determines if a new certificate is

available. DO NOT MODIFY unless you are trying to disable automatic certificate update. To
disable automatic certificate update, set to “none”.
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PFXConfigs.xml

Description

This file is the base configuration file used for determining the location of the new certificate
(PFX file), decryption information, and date this file was updated.

Configurations

pfxURL.: Link to the PFX file that is used to install the SigWeb certificate.
pfxDataURL.: Link to data used for installing the SigWeb certificate.
iv: IV used for decrypting information.

utcDateUpdated: UTC Date that is compared with the SigWebCertCheckerConfigs.xml file to
determine whether there is an update to the PFXConfigs.xml file. Determines if a new
certificate is available.

pfxConfigsURL.: Link to this PFXConfigs.xml file. Used to allow the SigWebCertUpdater
application to change the location of the PFXConfigs.xml within the
SigWebCertCheckerConfigs.xml file. If not set, then the SigWebCertCheckerConfigs.xml file
will not be modified.

Help & Support
You can test the SigWeb installation by running the SigWeb Test Utility

(SigWeb_Test_Utility.exe), which can be downloaded from the Topaz website at:
www.topazsystems.com/sdks/sigweb.html.

For troubleshooting help or assistance, view the “Software FAQ” tab on the Topaz Software
FAQ page at www.topazsystems.com/fag.html, or contact Topaz Dev Software Support at
devsupport@topazsystems.com.

Silent installers are available upon request. Visit the Topaz SigWeb page at
www.topazsystems.com/sdks/sigweb.html for details.
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Customer Hardware and Software Requirements (1) (1).pdf
Streamline
Healthcare Solutions

Smartcare Software and Hardware Requirements for
Customer Workstations

Last Updated: 3/11/2022
ratin m

e Windows 10 or later.
e Apple I0S 11+

Browsers Supported:

e Google Chrome
e Microsoft Edge (Windows only)

Hardware Requirements:

2.0+ GHz multi-core processor.

8GB of free RAM

10GB of free disk space

Broadband (10MBps+) Internet Connection

Document Scanning Hardware:

e TWAIN-Compatible Sheet Fed scanner directly connected to the workstation. Our
partner supports many brands and can provide a compatibility testing link upon request.

Insurance Card Scanning Hardware:

e Ambir ImageScan Pro 490i Duplex ID Card and Document Scanner

Signature Pad Hardware and Software:

e SmartCare supports Topaz-branded USB signature pads directly connected to the
workstation. T-LBK460-HSB-R is the recommended model.
e Topaz SIGWEB drivers (available from Topaz).
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DynamicWebTWAINHTML5Edition.zip


DynamicWebTWAINHTML5Edition.msi
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BatchServiceUploadTemplate.xlsx
Sheet1

		ClientId		ClinicianId		ProcedureCodeId		LocationId		DateOfService		EndDateOfService		FaceToFaceTime		TravelTime		DocumentationTime		AttendingID		ReferringId		EmergencyIndicator		EvidenceBasedPractices		TransportationService		Billing Diagnosis Position 1		Billing Diagnosis 1 Present On Admission		Billing Diagnosis Position 2		Billing Diagnosis Position 3		Billing Diagnosis Position 4		AddOnProcedureCodeId		AddOnProcedureStartTime		AddOn ProcedureUnits		OverrideError
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Problem List Perinatal.docx
Clinical staff will need to add to the problem list with snomed code for pregnancy disclosed by client to add:  248985009

Go to client clinical problems and add a new problem to the list

[image: Graphical user interface, text, application

Description automatically generated]

[image: Graphical user interface, text, application, email

Description automatically generated]
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Client Clinical Problems (1)

StartDate 01/01/2023 (§~ End Date

SNOMED Description

SNOMED Description

Presentation of pregnancy (finding)

< Include Past Problems

& 1CD10Code

v SNOMED CT Code
248985009

1CD 10 Code
73490

&

Start Date
01/01/2023

End Date
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Client Clinical Problem Details

Problem Details

Problem Details

*
Code  734.90 @ Description Presentation of pregnancy (finding) b4
Start Date: 01/01/2023 B~ End Date: ) Program 101020-3.5-Westca v | Visible to all programs
Problem List
'SNOMED Description SNOMED CT Code 1CD 10 Code Start Date End Date
X0 [:] Presentation of pregnancy (finding) 248985009 734.90 03/25/2023
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